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Some time ago, we were wondering who owns the data in a car and whether it has to belong to anyone at all. Since then, there has been a huge debate about whether there should be a general data ownership. In the meantime, at least in Germany, there almost seems to be a consensus that a comprehensive general data ownership de lege ferenda does not lead to the desired results. However, this does not solve the question of the ownership of data for the original purpose.

Introduction

Nowadays, a look at the discussion about data ownership is accompanied by a certain amount of gloating. A few years ago, some German scholars have started to investigate how to establish a property-like right de lege lata, for example to mobility data from the automotive industry. This attempt was indeed urgently necessary since s.453(1) (second alternative) Bürgerliches Gesetzbuch (German Civil Code) has defined data as a suitable object of purchase and has thereby made the rules on the sale of goods (S.433-480 BGB) applicable to data. The abstract concept of “data ownership”, though, is ambiguous and ultimately leaves a lot of space for thoughts on how to de jure assign digital data to whomever and in whatever way. As a result, many academic and policy approaches covering this topic exist throughout Europe by now.

In the process, the legitimate initial question of the assignment of data to a person by establishing a property-like right de lege lata under the heading of “data ownership” has become a question of a general data ownership de lege ferenda. Yet, it has not led to a specific assignment of data to a person. After all, what kind of definition of data should be legally determined, and how should an abstract and future general data ownership cover all the different ways of current data processing? The economic and legal consequences of such data ownership cannot be foreseen. In brief summary, one could say that in this specific manner the issue of data ownership is dead today.

This could put an end to the debate for good, and we could stop arguing at this point. But since data is currently traded so much in the information industry and the awareness of the economic advantage of data processing is increasing, it is still mandatory to question how data can be assigned to a person as a commodity. At this point you also have to say: long live data ownership.

Challenges of data ownership

As data is duplicable and not exclusive by nature, the legal challenges of assigning data to a person are obvious and have been discussed extensively. Regardless of the question whether a future general data ownership is necessary or not, it can be stated that there is neither an appropriate coherent European nor a German property right for data as such today. The traditional law of property, as has been common to the European civil law systems since Roman times, is applicable to tangible goods but not to digital data as intangible and duplicable assets. Referring to s.903 BGB, for instance, only the owner of a thing receives the positive rights to use and the negative rights to exclude, limited in the rights of third parties.

Therefore, you could protect data as such by applying tangible property rights by analogy. This, however, requires an unintended regulatory gap. Such a gap may exist due to the recent developments in information society. In the age of big data, the omnipresent data
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processing and trading increasingly determines everyday life. It might be appropriate to take this trend into account in civil law. In return, contract law, intellectual property and competition law options, inter alia, should be respected when discussing the assignment of data to a person as a commodity.

According to the mentioned areas of law, there are existing legal approaches to protect data and assign data to a person. It may also appear that these approaches could already form an adequate protection system. Data as such, though, does not fall within the scope of protection of the traditional intellectual property and data protection law. Yet the approaches de lege lata have one thing in common: unlike a general data ownership de lege ferenda, they could help to assign data to a person under the law in force and in certain applications. It should be noted that current legislation has already provided safeguards for the protection and use of data and the initial academic approaches to establish a property-like right de lege lata can not be regarded as a proposal for future legislative measures on data ownership. This should be the base to build on when asking the question again: who owns the data in a car?

Despite that, the issue of data ownership from the early days with all its pitfalls developed into a great misunderstanding and finally culminated in a Babylonian confusion. Scholars everywhere in Germany and Europe discussed the possibility of establishing a general data ownership de lege ferenda—completely detached from a single use case and from the question of what exactly to protect. Countless doctoral theses, books, essays, research papers and not least of all congresses have been filled with all kinds of obscure approaches. No matter how much you might be convinced of the facility of such an undertaking, the subject of data ownership has simply been fashionable and impossible to break down.

Current trends

Recently, a great deal of regret has emerged in the debate on data ownership. In May 2017, the German Conference of Justice Ministers published a long report clearly showing that general data ownership de lege ferenda is neither meaningful nor economically desirable. The outlined German protective rights are referred to as a “patchwork rug” of the protection of data. The same could apply to the European framework. But what does that mean for the assignment of data today?

According to its coalition agreement, the new German Federal Government wants to address the issue of “whether and how data ownership can be structured”. So it remains to be seen whether the question has really been resolved. A study for the German Federal Ministry of Transport and Digital Infrastructure suggests, among other things, a system of ownership for (mobility) data, and the European Commission also raised the issue of data ownership some time ago, but without so far taking concrete regulatory measures.

And now what?

Hopefully, we will come back to the real issues and discuss the old question of who owns the data in a car, for example. We could have done so earlier, but it is more important now as the insurance industry and others are circling like vultures around autonomous driving and the traffic data of the automotive industry. It is still unclear whether the data stored in a networked car belongs to the automobile manufacturer, the driver, the seller or the owner of the car.

The answer to the current question of the assignment of data to a person is not likely to be found in an abstract debate about a prospective European or national ownership of data. We should even better stop the discussion on a data ownership de lege ferenda immediately. It is misleading and a dead end for information law.
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